This includes safeguarding automation networks against unauthorized access, ensuring the reliability of network security components, and protecting the data of individuals and companies. Preventing damage to people, companies and infrastructures is an essential component of this concept, which has already proved its worth in the IEC 62443-3 international standard for security in industrial automation. An essential protection concept based on IEC 62443 recommendations, the leading international standard, the concept provides a basis for the transition from operations to field level, from access control to copy protection.

The SCALANCE TAP104 supports the export of data traffic for advanced network analyses. The robust RUGGEDCOM security routers are designed for remote access and harsh environments. They enable network security to be achieved in these environments as well. Such systems, machines and components should only be connected to an enterprise network or the internet if and to the extent such a connection is necessary and only when appropriate security measures (e.g., firewalls and/or network segmentation) are in place. For additional information on industrial network security and components, visit www.siemens.com/industrial-security-services.

Find out more about the key principles and our partners:
www.charter-of-trust.com
<table>
<thead>
<tr>
<th><strong>SCALANCE TAP104</strong></th>
<th>for exporting entire data traffic for detection of anomalies</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>SCALANCE M</strong></td>
<td>Industrial Routers for secured remote access via public and private networks</td>
</tr>
<tr>
<td><strong>Industrial Security Communications Processors (CPs)</strong></td>
<td>for remote SIMATIC controllers and IPCs</td>
</tr>
</tbody>
</table>

**For use in North America**

For further information on tested software applications, please contact your local Siemens partner.

Current ordering data can be found on the Internet at: [Link](www.siemens.com/automation/salesmaterial-as/catalog/en/terms_of_trade_en.pdf)

**SCALANCE TAP104**

- **Industrial Routers** for secured remote access via public and private networks.
- **SCALANCE M** for secured remote access via public and private networks.
- **Industrial Security Communications Processors (CPs)** for remote SIMATIC controllers and IPCs.

**For use in North America**

For further information on tested software applications, please contact your local Siemens partner.

Current ordering data can be found on the Internet at: [Link](www.siemens.com/automation/salesmaterial-as/catalog/en/terms_of_trade_en.pdf)