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1 Task and Solution

1.1 Task

The task is to provide a service employee with secure remote access to the SINEMA Remote Connect Server and lower-level devices for maintenance, control and diagnostic purposes. SINEMA Remote Connect is used for secure, central management of the tunnel connections.

The following customer requirements have to be considered:

- Prevention of unauthorized access to the SINEMA Remote Connect Server and lower-level devices.
- Prevention of the unauthorized execution of functions through the assignment of rights.
- Access control to the lower-level devices.
- Protection against data manipulation and spying.
- Flexible access for the service employee (regardless of the user’s location).

1.2 Possible solution

1.2.1 Complete overview

The figure below shows one way of implementing the customer requirements:

An automation cell (nodes such as SIMATIC stations, panels, drives, PCs) is connected with the aid of the SCALANCE S615. The service technician uses a mobile device (e.g., a notebook computer).
Communication between the service technician and the automation cell takes place via the SINEMA Remote Connect Server located in the control center. Remote access is protected by two VPN tunnels:

- **VPN tunnel 1**: Client access of the service technician to the SINEMA Remote Connect Server is established via the “SINEMA Remote Connect Client”, a VPN client software product.
- **VPN tunnel 2**: Client access of the automation cell is established using the SCALANCE S615.

Depending on the configured communication relationships and the security settings, the SINEMA Remote Connect Server routes between the individual VPN tunnels.

Access to the SINEMA Remote Connect Server (VPN server) is predefined by the use of a static IP address.

When establishing the VPN tunnel, the roles are defined as follows:

Table 1-1

<table>
<thead>
<tr>
<th>Component</th>
<th>VPN role</th>
</tr>
</thead>
<tbody>
<tr>
<td>Mobile device</td>
<td>Initiator (VPN client); starts the VPN connection</td>
</tr>
<tr>
<td>SCALANCE S615</td>
<td>Initiator (VPN client); starts the VPN connection</td>
</tr>
<tr>
<td>SINEMA Remote Connect Server</td>
<td>Responder (VPN server); waits for the VPN connection</td>
</tr>
</tbody>
</table>
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1.2.2  SINEMA Remote Connect

SINEMA Remote Connect is a management platform for remote networks that centrally manages secure tunnel connections. It allows convenient and secure maintenance of widely distributed plants or machines via remote access. Even if the machines are integrated in third-party networks. For example, in the plants of end customers of machine manufacturers.

Parts of a solution with SINEMA Remote Connect are:

- SINEMA Remote Connect as the VPN server
- Terminal units (VPN client):
  - SCALANCE S615 (with KEY-PLUG)
  - SCALANCE M-800 (with KEY-PLUG)
  - SINEMA Remote Connect Client
  - OpenVPN Client

SINEMA Remote Connect Server

SINEMA Remote Connect Server is a server application that provides integrated connection management of distributed networks via the Internet. It coordinates secure connection establishment between users, widely distributed plants and machines.

The SINEMA Remote Connect Server performs the following functions:

- Management and establishment of encrypted connections using OpenVPN.
- Verification via CA certificate or fingerprint.
- User management with rights configuration.
- Establishment of permanent or event-based connections (established via a wake-up SMS text message or a signal at the digital input).
- Support of routing and NAT to connect subnets behind the SCALANCE S615.
- Provision of secure remote access to lower-level networks for maintenance, control and diagnostic purposes.
- Web Based Management (WBM) to configure the server.
SCALANCE S615

The SCALANCE S615 is a security module for the protection of devices, automation cells or network segments in Ethernet networks against internal and external threats.

It offers the same functionalities and features as the previous SCALANCE M variants. It additionally provides a number of specific LAN functions that allow optimum connection to SINEMA Remote Connect.

Among other things, the SCALANCE S615 is characterized by the following functions:

- Support of VPN for secure authentication of network users, data encryption and data integrity check.
  - IPSec VPN tunnel (server and client functionality)
  - OpenVPN for connection to SINEMA Remote Connect (Client function)
- Stateful inspection firewall with filtering of IP-based data traffic and communications protocols.
- Support of NAT/NAPT; also in conjunction with IPSec and OpenVPN.
- VLAN support.
- Flexible, reaction-free and protocol-independent protection.
- Support of multiple VPN tunnels at a time.
- Easiest connection to SINEMA Remote Connect via the auto-configuration interface (can be activated with the KEY-PLUG SINEMA REMOTE CONNECT).

SINEMA Remote Connect Client

The SINEMA Remote Connect Client is an OpenVPN client software product for optimum connection to SINEMA Remote Connect.

Among other features, it provides the following functions:

- Support of VPN (OpenVPN) for secure authentication of network users, data encryption and data integrity check.
- Easiest connection to SINEMA Remote Connect via the auto-configuration interface.
- Phone book with all the devices assigned to a user.
- Proxy server for communication with networks behind a proxy server infrastructure.
- Support of HTTPS and SOCKS proxy servers.
1.3 Characteristics of the solution

- User management and connection management via a central server application.
- Secure and easy dial-in to the plants from anywhere in the world.
- Controlled, encrypted data traffic between users, widely distributed plants and machines through a VPN tunnel.
- Verification of the SINEMA Remote Connect Server through the CA certificate.
- Low investment and operating costs for monitoring and controlling remotely connected substations.
- High degree of security for machines and plants through the implementation of the cell protection concept.
- Protocol-independent, IP-based communication.
- Easiest connection of terminal units (SCALANCE S615) and SINEMA Remote Connect Client (requires little IT know-how).
2 Configuration and Project Engineering

2.1 Setting up the environment

2.1.1 Required components and IP address overview

Software packages

This solution is based on SINEMA Remote Connect Appliance and requires the SINEMA Remote Connect Server as software. Install this software on a PC without an operating system. Please consider the requirements necessary for the installation. During the installation, you have to enter the server's IP address. Use the IP address from Table 2-1.

The service technician's PC requires the SINEMA Remote Connect Client software. Install this software on your PC.

NOTICE

The installation of the SINEMA Remote Connect Server includes its own operating system. If you are using a PC on which an operating system already exists, the hard disk will be formatted and stored data will be lost.

Required devices/components:

To set up the environment, use the following components:

- A control center PC on which the “SINEMA Remote Connect Server” is installed.
- A service technician PC on which the “SINEMA Remote Connect Client” is installed.
- A SCALANCE S615.
- A KEY-PLUG SINEMA REMOTE CONNECT.
- DSL access with a dynamic WAN IP address and a DSL router with WLAN functionality.
- DSL access with a dynamic WAN IP address and a DSL router.
- DSL access with a static WAN IP address and a DSL router.
- A configuration PC on which a web browser is installed.
- The necessary network cables, TP cables (twisted pair) according to the IE FC RJ45 standard for Industrial Ethernet.

Note

You can also use a different Internet access method (e.g., UTMS). The configuration described below refers explicitly to the components listed in “Required devices/components”.
IP addresses

For this example, the IP addresses are assigned as follows:

Table 2-1

<table>
<thead>
<tr>
<th>Component</th>
<th>Port</th>
<th>IP address</th>
<th>Router</th>
<th>Subnet mask</th>
</tr>
</thead>
<tbody>
<tr>
<td>SINEMA Remote Connect Server</td>
<td>LAN port</td>
<td>172.16.1.52</td>
<td>172.16.0.1</td>
<td>255.255.0.0</td>
</tr>
<tr>
<td>Configuration PC (not shown in the figure)</td>
<td>LAN port</td>
<td>172.16.67.10 192.168.100.10</td>
<td>-</td>
<td>255.255.0.0 255.255.255.0 255.255.255.0</td>
</tr>
<tr>
<td>Router on the VPN server</td>
<td>LAN port</td>
<td>172.16.0.1</td>
<td>-</td>
<td>255.255.0.0</td>
</tr>
<tr>
<td>Router on the VPN server</td>
<td>WAN port</td>
<td>Static IP address</td>
<td>-</td>
<td>Assigned by provider</td>
</tr>
<tr>
<td>Router on the VPN client (RC Client)</td>
<td>WAN port</td>
<td>Dynamic IP address</td>
<td>-</td>
<td>Assigned by provider</td>
</tr>
<tr>
<td>Router on the VPN client (RC Client)</td>
<td>LAN port</td>
<td>192.168.178.1</td>
<td>-</td>
<td>255.255.255.0</td>
</tr>
<tr>
<td>PC (RC Client)</td>
<td>WLAN</td>
<td>192.168.178.100</td>
<td>192.168.178.100</td>
<td>255.255.255.0</td>
</tr>
<tr>
<td>Router on the VPN client (S615)</td>
<td>WAN port</td>
<td>Dynamic IP address</td>
<td>-</td>
<td>Assigned by provider</td>
</tr>
<tr>
<td>Router on the VPN client (S615)</td>
<td>LAN port</td>
<td>192.168.2.1</td>
<td>-</td>
<td>255.255.255.0</td>
</tr>
<tr>
<td>SCALANCE S615</td>
<td>WAN port (P5)</td>
<td>192.168.2.100</td>
<td>192.168.2.1</td>
<td>255.255.255.0</td>
</tr>
<tr>
<td>SCALANCE S615</td>
<td>LAN port (P1-4)</td>
<td>192.168.100.1</td>
<td>-</td>
<td>255.255.255.0</td>
</tr>
<tr>
<td>Programmable controller</td>
<td>LAN port</td>
<td>192.168.100.4</td>
<td>192.168.100.1</td>
<td>255.255.255.0</td>
</tr>
</tbody>
</table>
Note

The PC is used to configure the SINEMA Remote Connect Server and the SCALANCE S615 via Web Based Management. This requires that multiple IP addresses be assigned to the PC network adapter. In the advanced TCP/IP settings of the network adapter configuration, you have the option to add more IP addresses.

Setting up the infrastructure

Connect all the components involved in this solution.

Table 2-2

<table>
<thead>
<tr>
<th>Component</th>
<th>Local port</th>
<th>Partner</th>
<th>Partner port</th>
</tr>
</thead>
<tbody>
<tr>
<td>SINEMA Remote Connect Server</td>
<td>LAN port</td>
<td>Router on the VPN server</td>
<td>LAN port</td>
</tr>
<tr>
<td>Router on the VPN client (RC Client)</td>
<td>WLAN interface</td>
<td>PC (RC Client)</td>
<td>WLAN interface</td>
</tr>
<tr>
<td>Router on the VPN client (S615)</td>
<td>LAN port</td>
<td>S615</td>
<td>WAN port P5</td>
</tr>
<tr>
<td>SCALANCE S615</td>
<td>LAN port</td>
<td>Automation cell</td>
<td></td>
</tr>
</tbody>
</table>
2.1.2 Routers on the VPN clients

VPN
If VPN connections are configured and enabled on your routers, close them.

WLAN
The WLAN router is used to connect the PC (SINEMA Remote Connect Client) to the LAN via the WLAN. Set up the WLAN on the WLAN router.

LAN IP addresses
On the LAN ports, use a static IP address as shown in Table 2-1.

2.1.3 PC (SINEMA Remote Connect Client)

Time
To check the time validity of certificates, it is important that the PC always maintains the current date and time.
Check the time on your PC and change it, if necessary.

VPN
If other VPN connections are configured and enabled on your PC, close them.

WLAN
On the PC, set up the WLAN according to your router configuration. Use a static IP address as shown in Table 2-1.
2.1.4 SCALANCE S615

Factory default
To make sure that no old configurations and certificates are stored in the SCALANCE S, reset the module to factory default.

KEY-PLUG
The “KEY-PLUG SINEMA REMOTE CONNECT” is required for the SCALANCE S615. The KEY-PLUG enables the connection between the SCALANCE S615 and SINEMA Remote Connect.
Make sure that a valid KEY-PLUG is inserted in the SCALANCE S.

Opening Web Based Management
Connect the configuration PC to a LAN port of the SCALANCE S615 (e.g., port 2). By factory default, the device has IP address 192.168.1.1/24. Use address http://192.168.1.1 to open Web Based Management.

Web Based Management login
When you log in for the first time or after setting to factory default, the login data is defined as follows:
Name: admin
Password: admin

1. Enter the name and password in the appropriate text boxes. Click the “Login” button.

2. When you log in for the first time or after setting to factory default, you are prompted to change the password.

3. Enter the old and new password. In “Password Confirmation”, repeat the password to confirm it. Both entries must match.
4. Click the “Set Values” button to complete the operation and activate the new password.

5. After successful login, the start page appears.

Result
The password for the “admin” user has been changed. From now on, log in with the changed password.

Setting the time
To establish secure communication, it is essential that the current date and time are always set on the SCALANCE. Otherwise, the certificates used are interpreted as invalid and secure VPN communication is not possible.

1. In the navigation bar, navigate to “System” > “System Time”.

2. Click the “Use PC Time” button to apply the time setting of the PC.

3. Apply the setting with “Set Values”.

Result
The date and time are applied and displayed in the “System Time” field.

Note
You also have the option to have the system time automatically synchronized with an NTP time server. A number of time servers from which the exact current time can be retrieved can be found on the Internet.
Changing the IP settings

To integrate the SCALANCE S615 into the network of the sample configuration, change the LAN interface accordingly.

1. In the navigation pane, click “Layer 3” > “Subnet” and in the content pane, click the “Configuration” tab.

2. Enter the IP address for “vlan1” as shown in Table 2-1.

3. Click “Set Values”.

Result
The IP address is automatically changed in the web browser’s address bar. Due to the assignment of multiple IP addresses, the PC can still access Web Based Management.
Creating IP subnets

The SCALANCE S615 features five ports that have the following factory default settings:

- **Port 1-4**: vlan 1
  For access from the local network (LAN) to the device.

- **Port 5**: vlan 2
  For access from the external network (WAN) to the device.

The VLANs are in different IP subnets.

The IP subnet for VLAN 1 has already been configured in the last section. To configure the IP subnet for VLAN 2, proceed as follows:

1. In the navigation pane, click “Layer 3” > “Subnet” and in the content pane, click the “Configuration” tab.

2. In “Interface”, select “vlan2”. Enter the IP address for “vlan2” as shown in Table 2-1.

3. Click “Set Values”.

**Result**

The IP subnets have been created and are displayed in the “Overview” tab.
2.1.5 Router on the VPN server

Static IP address for the DSL router

WAN access of the VPN clients to the SINEMA Remote Connect Server (VPN server) is implemented using a fixed public IP address. This IP address must be requested from the provider and then stored in the DSL router.

Port forwarding on the DSL router

To allow smooth exchange of tunnel packets between the PC (SINEMA Remote Connect Client), SCALANCE S615 and SINEMA Remote Connect Server, make sure that PORT forwarding for OpenVPN and https with TCP and UDP (TCP/443, UDP/1194, TCP/5443, TCP/6220) is enabled and forwarding to the SINEMA Remote Connect Server is possible.

Note

In the SINEMA Remote Connect Server, these ports can be changed; therefore, the port numbers are only correct if you keep the default settings. Either only UDP or TCP is used for OpenVPN. Where possible, always prefer UDP as it is faster/performs better.
2.1.6 SINEMA Remote Connect Server

Opening Web Based Management

Connect the configuration PC to the local network of the SINEMA Remote Connect Server (e.g., via the local ports on the router) and connect to the web user interface of the SINEMA Remote Connect Server. The IP address was defined during the installation.

Use address https://172.16.1.52 to open Web Based Management.

Web Based Management login

When you log in for the first time or after setting to factory default, the login data is defined as follows:
Name: admin
Password: admin

1. Enter the name and password in the appropriate text boxes.
   Click the "Login" button.

2. When you log in for the first time or after setting to factory default, you are prompted to change the password.

3. Enter the old and new password. The new password must be at least 8 characters long and include at least one special character, upper/lower case letters and numbers.

4. Click the "Save" button to complete the operation and activate the new password.
5. After successful login, the start page appears.

**Result**
The password for the “admin” user has been changed. From now on, log in with the changed password.

**Setting the time**
To establish secure communication, it is essential that the current date and time are always set on the SINEMA Remote Connect Server. Otherwise, the certificates used are interpreted as invalid and secure VPN communication is not possible.

1. In the navigation bar, navigate to “System” > “System Time”.

2. Click the “Use PC time” button to apply the time setting of the PC.

**Result**
The date and time are applied and displayed in the “System time” field.

**Note** You also have the option to have the system time automatically synchronized with an NTP time server so that the exact current time can be retrieved.
Checking the interface

1. In the navigation pane, click “Security” > “Network” and in the content pane, click the “Interfaces” tab.

2. In “Port”, select “WAN”. The port configuration is displayed.
   Check the WAN port settings.
   Check “SINEMA RC is located behind a NAT device” to enter the required external WAN IP address for the router. In “WAN IP address”, enter the WAN IP address of the router.

3. Click “Save” to save the settings.

Note
Keep the default settings if the SINEMA Remote Connect Server is in a local network.
2.2 Setting up the remote connection on the SINEMA Remote Connect Server

To allow the service technician’s PC to access the automation cell via the SINEMA Remote Connect Server, the terminal units (SINEMA Remote Connect Client and SCALANCE S615) must log on to the server. The respective VPN tunnel between the terminal unit and the SINEMA Remote Connect Server is established only after successful authentication.

Depending on the configured communication relationships and the security settings, the SINEMA Remote Connect Server interconnects the individual VPN tunnels and therefore allows access.

This requires the following configuration steps:

- Define participant groups.
- Implement the SCALANCE S615 as a device.
- Create the service technician as a user.
- Define communication relationships.
- Load certificates and user configuration.

Opening Web Based Management

Connect the configuration PC to the local network of the SINEMA Remote Connect Server (e.g., via the local ports on the router) and use address “https://172.16.1.52” to open Web Based Management. Log in with the “admin” user and the appropriate password.

Note:
Only the “admin” user type has write access to the configuration in the SINEMA Remote Connect Server.
2.2.1 Defining participants and communication relationships

Defining participant groups

Users and devices can be combined into participant groups. The following groups are created for this sample configuration.
- “Station”: SCALANCE S615 device.
- “Service”: User account for the service technician.

1. In the navigation pane, click “Remote connections” > “Participant groups”. Click “Create”.

2. The “New participant group” page opens. In “Group name”, enter “Station” and (optionally) a description. Click “Create”.

![Image of participant groups and new participant group page]
3. The “Station” participant group has been created and appears in the content pane. Click “Create”.

4. In “Group name”, enter “Service” and (optionally) a description. Click “Create”.

Result
The two participant groups have been created and appear in the content pane.
Inserting the SCALANCE S615 as a device

To integrate the SCALANCE S615, perform the following steps:

1. In the navigation pane, click “Remote connections” > “Devices”. Click “Create” to create a new device.

2. The “New device” page opens. Enter the device name for the device, for example “S615”. Click “Continue”.

   ![New device page](image-url)
3. Check the “Connect local subnets” option and configure the parameters as shown in Table 2-1. Select “Add” to add the device. Click “Continue”.

![New device configuration](image)

4. The “Group memberships” tab is displayed. Check the “Station” participant group. Click “Continue”.

![Group memberships](image)
5. The “Password” tab is displayed. Define the password for access. The password must be a combination of upper and lower case letters, digits and special characters. You will need this password later when configuring the SCALANCE S615 (see chapter 2.3.3). Click “Continue”.

6. The “Device” tab is displayed. It summarizes all the information. Click “Finish”.
Result
The SCALANCE S615 is stored in the SINEMA Remote Connect Server as a new device.

<table>
<thead>
<tr>
<th>Name of the device</th>
<th>VPN address</th>
<th>Remote subnet</th>
<th>Virtual LAN Address</th>
<th>Status</th>
<th>Location</th>
<th>Type of connection</th>
<th>Actions</th>
</tr>
</thead>
<tbody>
<tr>
<td>S615</td>
<td>None</td>
<td>None</td>
<td>None</td>
<td>offline</td>
<td>Cell 1</td>
<td>Permanent</td>
<td></td>
</tr>
</tbody>
</table>

Determining the device ID
The device ID and – if no CA certificate is used – the fingerprint are pieces of information the SCALANCE S615 uses for authentication on the SINEMA Remote Connect Server during connection establishment.

As this example uses the CA certificate, only the device ID is of interest.

1. In the navigation pane, click “Remote connections” > “Devices”. The SCALANCE S615 is displayed.

2. In “Actions”, click the icon to open the device information.

3. The “Device information” is displayed. Note down the Device ID entry or copy it and save the value to a text file in your local directory.

4. Select “Exit dialog” to close the dialog.
Inserting user account for service technician

In this example, access via the SINEMA Remote Connect Client is performed by a service technician. To do this, the service technician needs a user name and password.

1. In the navigation pane, click “User accounts” > “Users and roles”. Click “Create”. The “New user” page opens.

2. Enter the user name, e.g. MobileService, and click “Continue”.
3. The “Rights” tab is displayed. 
You have the following option to assign rights to the user:
- Rights assignment through role assignment: 
  Select an existing role. The associated rights are automatically assigned to 
  the user; for additional rights, check the check boxes.
- Rights assignment without role assignment: 
  If you have not selected a role, check the check boxes to enable the 
  appropriate rights.

At this point, select your desired rights. 
Click “Continue”.

4. The “Group memberships” tab is displayed. Assign the new user to the 
“Service” participant group. 
Click “Continue”.
5. The next step is to define the password for the new user. The password must be at least 8 characters long and include at least one special character, upper/lower case letters and numbers. You will need this password later when configuring the SINEMA Remote Connect Client (see chapter 2.4). Select “Finish” to complete the user creation process.

**Note:**
The new user can change the assigned password later.

**Result**
The “MobileService” user has been created and appears as a new user.
Defining communication relationships

To enable the participant groups to communicate with each other, communication relationships are required. A communication relationship can be created for each direction.

In this configuration example, communication only takes place from the “Service” group to the “Station” group. Communication in the opposite direction is not possible.

To enable this, perform the following steps:

1. In the navigation pane, click “Remote connections” > “Participant groups”. The content pane lists the participant groups that have already been created. In the “Actions” column, “Service”, click the arrow icon.

2. The “Destination groups” page opens. Check “Station” and click “Save”.

3. Click “Exit dialog”.

Result

Now the participants of the “Service” group can communicate with the participants of the “Station” group – not vice versa.
2.2.2 Exporting certificates and user configuration

Certificate for the SCALANCE S615

The secure OpenVPN connection of this example uses the CA certificate for authentication. It must be exported from the SINEMA Remote Connect Server as it is required for configuring the SCALANCE S615.

1. In the navigation pane, click “Security” > “Certificates”.
   In “Actions”, click the appropriate icon to export the certificate.

2. Save the certificate to a local directory on the PC.

   ![CA_000001_SINEMA_RC.crt](image-url)
User configuration for service technician (SINEMA Remote Connect Client)

Creating a user automatically generates a configuration file with the *.ovpn extension. The file contains different parameters that are necessary for a connection to the server. The file must be loaded to the participant in the remote network that establishes a VPN connection to the SINEMA Remote Connect Server.

1. Log off of Web Based Management as the administrator and log back on with the new user data you have just created.

2. In the navigation pane, click “My account” > “User certificate”. Go to the “Exports” tab.

3. Click the appropriate format to load all the displayed certificates to a local directory on your PC.
   The certificates include:
   a. PKCS#12: Container in Personal Information Exchange format (PFX).
   b. PEM: Certificate and key as Base64-coded ASCII text.
   c. OVPN: OpenVPN configuration for user.

Result
All required certificates have been saved in the local directory.
2.3 Setting up the remote connection on the S615

Successful establishment of the VPN tunnel between the SCALANCE S615 and the SINEMA Remote Connect Server requires the following configuration steps:

- Enable the connection between the VLANs.
- Load the certificate to the device.
- Configure the VPN connection.

Opening Web Based Management

Connect the configuration PC to a LAN port of the SCALANCE S615 (e.g., port 2) and use address “https://192.168.100.1” to open Web Based Management. Log in with the “admin” user and the appropriate password.

2.3.1 Enabling access to the SINEMA Remote Connect Server

As a public network is between the station and the control center and the IP subnets differ, you have to create an appropriate route.

In the navigation pane, click “Layer 3” > “Routes” and configure the route to the router with the following settings:

**Destination Network**: 0.0.0.0 (all IP addresses)
**Subnet Mask**: 0.0.0.0
**Gateway**: LAN IP address of the router connected to WAN port 5.

![Image of Web Based Management interface with configured route settings](image)
2.3.2 Loading the certificate

The secure OpenVPN connection of this example uses the CA certificate for authentication. This certificate was exported from the SINEMA Remote Connect Server and must now be loaded to the SCALANCE S615.

With this server certificate, the SCALANCE verifies the SINEMA Remote Connect Server when initializing the VPN tunnel.

1. In the navigation pane, click “System” > “Load & Save” and in the content pane, click the “HTTP” tab.
   In “X509Cert”, click the “Load” button.

2. The dialog for uploading a file opens. Navigate to the exported server certificate. In the dialog, click the “Open” button.
   The file is loaded to the device. After successful loading, confirm the next dialog with “OK”.

Result

The certificates have been loaded. The certificates are displayed in “Security” > “Certificates”. The loaded certificates must have the “valid” status.
2.3.3 Configuring the VPN connection

The use of a valid KEY-PLUG activates the auto-configuration interface and enables easy connection configuration to SINEMA Remote Connect.

1. In the navigation pane, click “System” > “SINEMA RC”.
   - In “SINEMA RC Address”, enter the IP address of the SINEMA Remote Connect Server.
     Note: If the SINEMA Remote Connect Server can only be accessed via a public network, enter the router’s static WAN IP address in this field.
   - In “Device ID”, enter the “device ID” value assigned to the SCALANCE S615 in the SINEMA Remote Connect Server (see chapter 2.2.1).
   - In “Device Password”, enter the password you have configured for access (see chapter 2.2.1).
   - Check “Auto Firewall / NAT Rules” to automatically create the appropriate NAT and firewall rules.
   - In “Verification Type”, select “CA Certificate”.
- In “CA Certificate”, select the loaded server certificate.
2. Check “Enable SINEMA RC” and click “Set Values”.

![SINEMA Remote Connect (SINEMA RC)](image)

- **Enable SINEMA RC**
- **SINEMA RC Address**: WAN-IP-ADDRESS
- **SINEMA RC Port**: 443
- **Device ID**: 2
- **Device Password**: ********
- **Auto Firewall/NAT Rules**
- **Use Proxy**: none
- **Verification Type**: CA Certificate
- **Fingerprint**: CA_000001_SINEMA_RC.crt

[Set Values] [Refresh]
Result
The device establishes an OpenVPN tunnel to the SINEMA Remote Connect Server.
In WBM, “Information” > “SINEMA RC” allows you to check whether the connection has been successfully established.
### 2.4 Setting up the remote connection on the SINEMA Remote Connect Client

Thanks to the auto-configuration interface, it is not necessary to explicitly configure the remote connection in the SINEMA Remote Connect Client. Only the user logon data and the server's WAN IP address must be transferred to the software.

After successful logon, the SINEMA Remote Connect Client downloads the OpenVPN file from the SINEMA Remote Connect Server. This file contains the parameters that are necessary for the VPN connection to the SINEMA Remote Connect Server. After downloading, the SINEMA Remote Connect Client uses these parameters to establish the VPN connection.

To do this, proceed as follows:

1. On the PC, double-click the desktop icon to open the “SINEMA Remote Connect Client”.
   The client starts.

2. In “SINEMA RC URL”, enter the WAN IP address of the SINEMA Remote Connect Server.
   In “SINEMA RC user name”, enter the “MobileService” user name and in “SINEMA RC Password”, enter the appropriate password.
   This logon data is the data defined when creating the user account for the service technician in the SINEMA Remote Connect Server (see chapter 2.2.1).

3. Click the “Log on” button.
5. After successful logon, the start page is displayed. The SINEMA Remote Connect Client has automatically loaded the configuration profile of the logged in user from the SINEMA Remote Connect Server. The “Device list” displays all devices with which the user has a communication relationship.

6. Click the “Establish VPN tunnel” button to initialize an OpenVPN tunnel to the SINEMA Remote Connect Server.
Result
The client establishes an OpenVPN tunnel to the SINEMA Remote Connect Server.
“VPN Status” indicates whether the connection is successful.
3 Testing the Tunnel Function

Chapter 2 completes the commissioning of the configuration and the SCALANCE S615 and the SINEMA Remote Connect Client have each established a VPN tunnel to the SINEMA Remote Connect Server for secure communication.

The SINEMA Remote Connect Server interconnects these tunnels according to the configuration.

By defining the communication relationships and rights, the service technician now has the option to access the devices behind the SCALANCE S615 (not vice versa).

You can test the established tunnel connection, for example, by opening the internal web page of a PROFINET CPU in the LAN of the SCALANCE S615.
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